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Legal Nature of Smart Contracts

Abstract: Lately, more and more attention has been paid to the phenomenon of smart-contracts (SC) 

in legal research. Th e SCs have already found their application in many aspects of society life and are 

particularly common in the regulation of legal relations in the area of automated fi nancial services, 

which may include lending, mortgages, insurance, etc., as well as in public services, including various 

types of voting, elections, document management, supply and storage. Th e practical dissemination of 

SCs is carried out without a conceptual approach in the legal regulation of this object, but also without 

a unifi ed terminology. Th e science begins developing approaches to study of the legal nature of SCs and 

off ers options for their legal regulation have been proposed, each of those, of course, has its benefi ts 

and disadvantages, which is explained by the multifaceted nature of this phenomenon. First of all, it 

means a qualitatively new level of functioning of a smart-contract where the technical component 

overlays on traditional types of legal relations. Both authors of the article used scientifi c methods such as 

analysis, synthesis, comparison, induction and deduction. Special attention is paid to diff erent options 

for understanding the legal nature of smart contracts, proposed by European and domestic scientists.

Keywords: smart contracts, law, blockchain, contract law. 

Introduction

Th ere is no uniform approach to understanding both the nature of SCs them-

selves and their legal regulation in global practice. For example, French legal regu-

lation framework does not defi ne the concept of a smart contract, but this does not 

exclude using SCs for the purposes of transactions entering into and fulfi lment.

Defi nition of Smart Contract

Th ere is no unifi ed approach among French lawyers to the smart-contract com-

prehension, but the French legal doctrine analysis suggests two main approaches. It is 
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believed that a smart-contract enables draft ing a contract directly in the blockchain 

soft ware with no contracts in the “physical world”. [Giusti]. 

Advocates of the other approach argue that the smart-contract is not a contract, 

a an agreement. In their view, a smart-contract is a soft ware purpose of that is to au-

tomatically formalize, perform and terminate a contract. [Guerlin 2017, p. 512]. 

As M. Mekki [2018, p. 410] highlights, a SC is not an agreement/contract but a 

soft ware product that automatize certain circumstances on the basis of the algorithm 

“if…then”. A smart-contract “overlaps” a traditional contract ensuring its entering 

into, execution, and termination, i.e. it provides stewardship for the contract entered 

into in the real world. Th us, the “soft ware-based” approach to SCs prevails over real 

civil contracts in French legal philosophy.

Regulations of smart contracts in various countries

Th e United States’ experience in regulating the SC relationship is particularly 

interesting. Th e areas of SC application in the USA are the sale of digital assets; the 

issuance of digital bond papers; the continuous supply chain of raw materials up to 

distribution; the document and business accounting system for government, real 

estate (land) registration; identity and security management in personal data man-

agement). Since there is no federal contract law in the USA, as well as a federal act 

establishing general provisions for blockchain and smart contract regulation, block-

chain related issues are defi ned at the level of the state legislation [Khadeeva 2019, pp. 

182–186]. 

Some US states have opted for recognizing a smart-contract as an ordinary con-

tract. For example, the Blockchain Technology Act (Illinois) defi nes a smart-contract 

as a contract recorded as an electronic document that can be verifi ed using block-

chain. Commentators on this defi nition note that, in this interpretation, a SC is a tra-

ditional contract recorded and enforced through a blockchain1 [Herian 2018, p. 16]. 

Other States refuse to recognize smart-contracts as contracts, defi ning them as 

ordinary soft ware programs. For example, Louisiana Code of Statutes chapter 26, 

section 44–7061, section 5 defi nes a smart-contract as an occasion-driven soft ware 

program that operates based on a distributed, decentralized, shared and reproducible 

registry and allows assets to be stored and transacted through an appropriate registry. 

1  Contrast traditional defi nitions with one found in a new blockchain Act presently working its 

way through the Illinois General Assembly, in which a smart contract is defi ned as, ‘a contract 

stored as an electronic record which is verifi ed by the use of a blockchain’45, a defi nition which at 

fi rst blush suggests that a smart contract is nothing more or less than a traditional contract written 

to and executed on a blockchain. In other words, the blockchain transforms or translates the tra-

ditional into the smart through a process of hybridity.
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A similar position is expressed in the Italian legislation, a leader in digital legal 

regulation. According to the Italian Chamber of Deputies adopted the Distributed 

Registry Law on 07.02.2019, transactions performed by means of distributed ledger 

technology (DLT) become legally valid at the moment of registration and without 

subsequent notarization. F.  Sarzana, blockchain expert at the recently established 

working group of Italian Ministry of Economic Development believes that Italy is 

trying to legalize transactions using distributed registry technology to exclude inter-

mediaries or centralized certifi cation institutions. Th us, it defi nes distributed registry 

technologies as technologies and information protocols that use divided, distributed, 

reproducible and simultaneously accessible registries, decentralized and encrypted, 

which allow to register, certify, update and store data, whether encrypted or not, and 

which cannot be changed or tampered with [Yurasov 2017].

Considering the CIS legislation, the defi nition of a smart-contract contained in 

para. 9 in Annex 1 to Decree of the Republic of Belarus No. 8 dated December 21, 

2017 “On Digital Economy Development” is of interest. According to this legal reg-

ulation, a smart-contract is understood to be a soft ware code designed to function 

in a transaction block register (blockchain) or other distributed information system 

for the purpose of automated fulfi lment and/or performance of transactions or other 

legally signifi cant actions. Th e digital assets related legislation of other CIS countries 

contains no defi nition for a smart contract. 

Researches that suggest that a smart-contract can constitute a full-fl edged civil 

law contract, as well as a mode of contract formation and contract performance could 

be interesting, too.

German jurisprudence believes that the programming code is the language of 

the contract terms entered into by the parties. In such a case, the will of the parties 

is expressed in another language. Since the German Civil Code guarantees the free-

dom to choose the language in which the terms of the contract will be expressed, this 

way of contracting is legitimate. In litigation it is necessary to mobilize an expert to 

review of the case. Th e German researchers were supported by French authors. Th e 

smart-contract is a legal transaction translated into an informational language [Go-

defroy 2018, рp. 713–792]. 

Models of Smart Contracts’ Integration

Th ere is a mindset that a SC can be integrated into a transaction in one of the fol-

lowing ways: 

1) entirely in a programming language – the contract is written entirely in soft -

ware code, without a copy in natural language (this method is least suitable 

for complete transactions, because they will always contain conditions for 
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which automation is not required – choice of dispute venue, assurances of 

circumstances, etc.); 

2) duplication – the contract is written in soft ware code and has a copy in natu-

ral language;

3) mixed model – the contract is written in natural language, with part of its pro-

visions written in soft ware code. Th e most logical model today is the mixed 

model, where a part of the contract is written in natural language and the 

other part is in the form of a smart contract. For example, in the algorithm, 

the parties fi x the procedure for determining the price and the triggers that 

release the payment. Th e rest of the provisions (including dispute resolution 

procedure, assurances about circumstances, description of goods or actions 

in case of force majeure, etc.) are written in natural language in the contract 

[Vashkevich 2018, p. 89].

A.I.  Savelyev sees the smart-contract as a contract that exists in the form of 

soft ware code. It should be implemented on a blockchain platform, should provide 

autonomy and self-execution of the contract terms upon the occurrence of prede-

termined in it circumstances [Savelyev 2016, pp. 32–60]. Similar position belongs to 

A. A. Volos who defi nes a SC as a special form of a contract, as well as a set of special 

procedures and ways of contract entering, rights enjoyment and parties’ obligations 

fulfi lment, termination of contractual relations [Volos 2018, pp. 5–7].

A series of studies refer to the smart-contract as evidence of a contract and a 

technical procedure for its performance. In the latter case, it would be the automatic 

performance of the contract or some of its provisions [Zolynski 2017, p. 3].

Th e Italian Law on Urgent Provisions Concerning the Support and Facilitation 

of Business and Public Administration, provides that the storage of electronic doc-

uments using distributed ledger technologies become legally eff ective from the mo-

ment of the electronic timestamp, as provided by Article 41 of EU Regulation No. 

910/2014 on Electronic Identifi cation and Trust Services for Electronic Transactions 

in the Internal Market and can therefore be used as evidence in court [Krysenkova].

Th e use of a smart-contract ensures that the parties’ obligations are automati-

cally enforced exactly in line with their original intentions and allows the same auto-

matic mode to respond eff ectively to breaches of contract by the parties. Rather than 

simply relying on the honesty of our counterparties, technological systems are now 

being implemented with features that will provide the necessary guarantees if even 

the parties of smart contracts behave dishonestly [Mogaillard 2018, p. 10].

However, the smart-contract cannot completely eliminate disputes. It is well 

noted that the application of the principles of contract law, including dispute resolu-

tion, does not disappear with the emergence of SCs. But even in such a situation, the 

work of the court or arbitrator is greatly facilitated because all transactions are con-

fi rmed by the system. Th e parties do not need to submit additional evidence – judges 
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or arbitrators can directly access smart-contract performance records and immedi-

ately understand both the chronology of events and at what stage, by whom and what 

breach happened. In addition, even in such situations, a multi-stage system of con-

tract enforcement can be envisaged. For example, the contract can be made condi-

tional upon the discovery of, for example, faulty goods and the entry of documentary 

evidence of this in the smart contract system, the corresponding amount of money 

in the seller’s bank account will be blocked. Th e next step is to specify an automatic 

algorithm for resolving disagreements using a system of intelligent hints. By building 

several stages of contract enforcement, the interests of the parties of the contract can 

be protected, which, although will not eliminate, but signifi cantly reduce the number 

of disputes and appeals to court or arbitration. If disputes do arise, a smart-contract 

can resolve them quickly and easily. 

In addition to newly developing legal framework in some countries of the world, 

such as the USA, court practice is also beginning to develop in relation to SCs and 

self-protection legal relations, which some researchers recognize as a legal precursor 

of smart contracts [Savelyev 2017, pp. 94–117].

According to some authors, a smart-contract should be considered a twofold 

phenomenon with both technical and legal components. Th ey are never merged into 

a single entity. For example, according to one French researcher, a distinction should 

be made between an algorithmic program (smart-contract) that operates on a block-

chain platform and a traditional contract. Th e purpose of the soft ware is to enable 

the entering into, performance and automatic termination of a traditional contract 

on such a platform. In its turn, the contract can be anything: an insurance contract, a 

property lease, etc. Th us, a smart-contract layers on a traditional civil contract [Guer-

lin 2017, p. 512].

Th e argument seems reasonable, as neither legal nor technical aspects of the 

smart-contract can be ignored. We believe that we should distinguish between the SC 

as a computer code and the smart contract as a civil law contract (legal relationship). 

Th e place of the smart-contract shall be among special non-autonomous contractual 

constructions refl ecting particularities of contract entering into or special legal con-

sequences of any civil-law contract, provided that they meet the characteristics indi-

cated by the law. Such contractual constructions include, for example, a contract of 

adhesion, a public contract, an option contract, a contract in favour of a third party, 

etc., which cannot be concluded separately from the relevant contract type. Conse-

quently, it is not possible to conclude a SC as such, but it is possible to conclude a sup-

ply contract in the form of a SC.

A smart-contract is a contract that must be recognized as such by the legal sys-

tem of a particular state. Th erefore, the independence of smart contracts from a state’s 

legal and judicial system mentioned in the literature is seen as a consequence of a 

shallow understanding of the legal nature of contracts and an over-idealization of 

technology. Th ere cannot be a contract outside the law because legal enforcement of a 
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contract, and especially its enforcement, depends on legal mechanisms, including en-

forcement. Th e desire to automate contract enforcement should not be confused with 

the desire to cut the link between the contract and the legal system of the state. While 

the fi rst is possible and desirable, the second is a consequence of a misunderstanding 

of capacities and role of the state in infl uencing the emergence and development of 

property relations. [Kaldybaev].

Advantages of Smart Contracts

Globally, smart contracts are about reducing the transaction costs associated 

with servicing any calculation. An example would be the calculation of a lease. A 

lease is a continuing legal relationship that oft en involves the same transaction at a 

certain period of time: the transfer of rental payments. Such monthly payment can be 

automatized – a SC will initiate the payment at a fi xed time throughout the duration 

of the lease, if no claims are made by the parties. In the future, a smart rental contract 

could also interact with the Internet of Th ings (e.g., automatically grant or deny ac-

cess to the leased space depending on meeting the payment conditions). A SC could 

be used in supply where the smart-contract soft ware mentions that the money for the 

goods is automatically debited from the buyer’s account aft er the algorithm receives 

data that the goods are in stock and have passed the initial inspection (acceptance). 

A smart-contract can debit the required amount in the agenting and franchising pro-

cess within a specifi ed period of time before the contract expires. In the future, when 

using a decentralized fi le storage, the parties can lay down in the soft ware algorithm 

certain conditions to access various business-related documents that are provided 

along with the franchise. With the help of SCs the process related to security mecha-

nisms in biddings can be automated. Th e algorithm will be able to return the security 

provided by a bidder if he/she failed the tender, or debit a security provided by a suc-

cessful bidder who won the tender but avoids the contract signing. Looking ahead, 

a smart-contract could cover the entire bidder selection process and make the pro-

cedure faster and more transparent. It is potentially possible to use the SC to block 

rogue suppliers and monitor the cost eff ective use of funds.

Conclusion

Hence, having analyzed diff erent approaches to understanding the legal nature 

of smart contracts, we conclude that smart-contracts cannot be considered only from 

the perspective of civil law regulation without taking into account the technical fea-

tures of the object reviewed. 
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